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Privacy Policy 
 
My Block Manager Ltd (“We”/”Us”) understands that your privacy is important to you and that 
you care about how your personal data is used. We respect and value the privacy of everyone 
who visits this website www.myblockmanager.com (“Our Site”) and will only collect and use 
personal data in ways that are described here, and in a way that is consistent with our 
obligations and your rights under the law. 
 
Please read this Privacy Policy carefully and ensure that you understand it. Your acceptance 
of this Privacy Policy is deemed to occur upon your first use of Our Site and, if relevant, you 
will be required to confirm you have read and accept this Privacy Policy when signing up for 
an Account / Notification. If you do not accept and agree with this Privacy Policy, you must 
stop using Our Site immediately. 
 
 
1. Definitions and Interpretation 
 
In this Policy the following terms shall have the following meanings: 
 
“Account” means an account required to access and/or 

use certain areas and features of Our Site; 
 

“Cookie” means a small text file placed on your 
computer or device by Our Site when you 
visit certain parts of Our Site and/or when 
you use certain features of Our Site. Details 
of the Cookies used by Our Site are set out 
in Part 12, below; 

 
 
2. Information About Us 
 
Our Site is owned and operated by My Block Manager Ltd, a limited company registered in 
England under company number 15027921. 
 
Our registered address and main trading address is 5 Cornfield Terrace, Eastbourne, United 
Kingdom, BN21 4NN. 
 
VAT Number: GB 445 821 095 
 
UK Data Protection Registration Number: ZB653994 
 
Data Protection Manager: James Wilding   
Email address: james.wilding@myblockmanager.com   
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Telephone number: +44(0)1273 917773 
Postal address: The Studio, Wellers Yard, Lewes, East Sussex, United Kingdom, BN7 2BY 
 
 
3. What Does This Policy Cover? 
 
This Privacy Policy applies only to your use of Our Site. Our Site may contain links to other 
websites. Please note that we have no control over how your data is collected, stored, or used 
by other websites and we advise you to check the privacy policies of any such websites before 
providing any data to them. 
 
This website is not intended for children and we do not knowingly collect data relating to 
children. 
 
 
4. What is Personal Data? 
 
Personal data is defined in law as ‘any information relating to an identifiable person who can 
be directly or indirectly identified in particular by reference to an identifier’. Our collection, use 
and processing of your personal data is governed principally by the retained law of the General 
Data Protection Regulation (EU Regulation 2016/679) (the “UK GDPR”) and Data Protection 
Act 2018. 
 
Personal data is, in simpler terms, any information about you that enables you to be identified. 
Personal data covers obvious information such as your name and contact details, but it also 
covers less obvious information such as identification numbers, electronic location data, and 
other online identifiers. 
 
 
5. What Data Do We Collect? 
 
Depending upon your use of Our Site, we may collect some or all of the following personal 
and non-personal data (please also see Part 12 on Our use of Cookies and similar 
technologies), We have grouped these together as follows: 
 
• Technical Data including IP address; Web browser type and version; Device type and MAC 

address. 
• Usage Data including a list of URLs starting with a referring site, your activity on Our Site, 

and the site you exit to. 
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6. How Do You Use My Personal Data? 
 
Under the UK GDPR, we must always have a lawful basis for using personal data. This may 
be because the data is necessary for Our performance of a contract with you, because you 
have consented to Our use of your personal data, or because it is in Our legitimate business 
interests to use it. Your personal data may be used for the following purposes: 
 
Purpose/Activity Type of data Lawful basis for processing 

including basis of legitimate 
interest 

To administer and protect our 
business and Our website 
(including troubleshooting, data 
analysis, testing, system 
maintenance, support, reporting 
and hosting of data) 

(a) Technical (a) Necessary for our legitimate 
interests (for running our business, 
provision of administration and IT 
services, network security, to prevent 
fraud and in the context of a business 
reorganisation or group restructuring 
exercise) 
(b) Necessary to comply with a legal 
obligation 

To use data analytics to improve 
our website, products/services, 
marketing, customer relationships 
and experiences 

(a) Technical 
(b) Usage 
 

Necessary for our legitimate interests 
(to define types of customers for our 
products and services, to keep our 
website updated and relevant, to 
develop our business and to inform 
our marketing strategy) 

 
With your permission and/or where permitted by law, We may also use your personal data for 
marketing purposes, which may include contacting you by email, telephone, text message or 
post with information, news, and offers on Our products and services. You will not be sent any 
unlawful marketing or spam. We will always work to fully protect your rights and comply with 
Our obligations under UK GDPR and the Privacy and Electronic Communications (EC 
Directive) Regulations 2003, and you will always have the opportunity to opt-out. 
 
We may use limited forms of automated systems for carrying out certain kinds of decision-
making and profiling. In particular, in relation to communications and marketing and your 
interactions with Us and Our Site to profile what communications and/or marketing are 
appropriate. If at any point you wish to query any action that we take on the basis of this or 
wish to request ‘human intervention’ (i.e. have someone review the action themselves, rather 
than relying only on the automated method), the UK GDPR gives you the right to do so. Please 
contact us to find out more using the details in Part 13. 
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7. How Long Will You Keep My Personal Data? 
 
We will not keep your personal data for any longer than is reasonably necessary in light of the 
reason(s) for which it was first collected and taking into account any legal, regulatory, tax, 
accounting or reporting requirements. 
 
To determine the appropriate retention period for personal data, We consider the amount, 
nature and sensitivity of the personal data, the potential risk of harm from unauthorised use or 
disclosure of your personal data, the purposes for which We process your personal data and 
whether We can achieve those purposes through other means, and the applicable legal, 
regulatory, tax, accounting or other requirements. 
 
We may retain your personal data for a longer period in the event of a complaint or if We 
reasonably believe there is a prospect of litigation in respect of Our relationship with you. 
 
 
8. How and Where Do You Store or Transfer My Personal Data? 
 
We may share your data with external third parties, as detailed below in Part 9, that may be 
based outside of the EEA. 
 
Whenever We transfer your personal data out of the UK, We ensure a similar degree of 
protection is afforded to it by ensuring at least one of the following safeguards is implemented: 
 
• We will either transfer your personal data to countries that have been deemed to provide 

an adequate level of protection for personal data; or 
• Where We use certain service providers in countries not deemed to provide an adequate 

level of protection we may use specific contracts approved for use in the UK which give 
personal data the same protection it has in the UK. 

 
Please contact us using the details below in Part 13 for further information about the particular 
data protection mechanism used by us when transferring your personal data to a third country. 
 
 
9. Do You Share My Personal Data? 
 
We may sometimes contract with third parties to supply certain products services to us. These 
may include payment processing, data analytics, and marketing. In some cases, those third 
parties may require access to some or all of your personal data that We hold. You can request 
information on the identity of any third parties by contacting Us using the details in Part 13. 
 
If any of your personal data is required by a third party, as described above, we will take steps 
to ensure that your personal data is handled safely, securely, and in accordance with your 
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rights, Our obligations, and the third party’s obligations under the law, as described above in 
Part 8. 
 
In some limited circumstances, We may be legally required to share certain personal data, 
which might include yours. This may be, for example, if We are involved in legal proceedings 
or complying with legal obligations, a court order, or the instructions of a government authority. 
 
 
10. What Are My Rights? 
 
Under the UK GDPR, you have the following rights, which we will always work to uphold. 
Further details can be found at https://ico.org.uk/for-the-public/, but in summary your rights 
include: 
 
1) The right to request access to your personal data. 
2) The right to request correction of your personal data. 
3) The right to request erasure of your personal data. 
4) The right to object to processing of your personal data. 
5) The right to request restriction of processing your personal data. 
6) The right to request transfer of your personal data. 
7) The right to withdraw consent. 
 
In addition to your rights under the UK GDPR, set out above, when you submit personal data 
via Our Site, you may be given options to restrict our use of your personal data. In particular, 
we aim to give you strong controls on our use of your data for direct marketing purposes 
(including the ability to opt-out of receiving emails from us which you may do by unsubscribing 
using the links provided in Our emails and, at the point of providing your details and/or by 
managing your Account). 
 
If you wish to exercise any of the rights above, please contact us using the details provided in 
Part 13. 
 
You will not have to pay a fee to access your personal data (or to exercise any of the other 
rights). However, We may charge a reasonable fee if your request is clearly unfounded, 
repetitive or excessive. Alternatively, We could refuse to comply with your request in these 
circumstances. 
 
We may need to request specific information from you to help Us confirm your identity and 
ensure your right to access your personal data (or to exercise any of your other rights). This 
is a security measure to ensure that personal data is not disclosed to any person who has no 
right to receive it. We may also contact you to ask you for further information in relation to your 
request to speed up Our response. 
 

https://ico.org.uk/for-the-public/
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We try to respond to all legitimate requests within one month. Occasionally it could take Us 
longer than a month if your request is particularly complex or you have made a number of 
requests. In this case, We will notify you and keep you updated. 
 
You have the right to make a complaint at any time to the Information Commissioner's Office 
(ICO), the UK regulator for data protection issues (www.ico.org.uk). We would, however, 
appreciate the chance to deal with your concerns before you approach the ICO so please 
contact us in the first instance. 
 
 
11. Can I Withhold Information? 
 
You may access certain areas of Our Site without providing any personal data at all. However, 
to use all features and functions available on Our Site you may be required to submit or allow 
for the collection of certain data. 
 
 
12. How Do You Use Cookies? 
 
Our Site may place and access certain Cookies on your computer or device. We use Cookies 
to enable certain elements of Our site to function, to facilitate and improve your experience of 
Our Site, and to provide and improve Our products and services. We have carefully chosen 
these Cookies and have taken steps to ensure that your privacy and personal data is protected 
and respected at all times. 
 
Cookies are used on Our Site for the purposes of gathering information about your use of Our 
Site (including which pages you visit, which media your access or download and which forms 
you complete), profiling for marketing purposes and automated marketing communications 
decision making. For more details, please refer to the table below. These Cookies are not 
integral to the functioning of Our Site and your use and experience of Our Site will not be 
impaired by refusing consent to them. 
 
Certain features of Our Site may depend on Cookies to function. These are classed as “strictly 
necessary” Cookies. These Cookies are shown in the table below. Your consent will not be 
sought to place these Cookies, but it is still important that you are aware of them. You may still 
block these Cookies by changing your internet browser’s settings as detailed below, but please 
be aware that Our Site may not work properly if you do so. We have taken great care to ensure 
that your privacy is not at risk by allowing them. 
 
The following first-party Cookies may be placed on your computer or device: 
 
 
 
 

http://www.ico.org.uk/
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Name of Cookie Purpose Strictly Necessary 
AWSALBCORS 
 
AWSALB 

Used to identify your connection 
to our servers so we can load 
balance our services 

Yes 

ASP.NET_SessionId Used to identify your browser 
session with our servers 

Yes 

 
You can choose to enable or disable Cookies in your internet browser. Most internet browsers 
also enable you to choose whether you wish to disable all Cookies or only third-party Cookies. 
By default, most internet browsers accept Cookies, but this can be changed. For further 
details, please consult the help menu in your internet browser or the documentation that came 
with your device. 
 
You can choose to delete Cookies on your computer or device at any time, however you may 
lose any information that enables you to access Our Site more quickly and efficiently including, 
but not limited to, login and personalisation settings. 
 
It is recommended that you keep your internet browser and operating system up-to-date and 
that you consult the help and guidance provided by the developer of your internet browser and 
manufacturer of your computer or device if you are unsure about adjusting your privacy 
settings. 
 
 
13. How Do I Contact You? 
 
To contact us about anything to do with your personal data and data protection, including to 
make a subject access request, please contact Our Data Protection Manager using the 
following details (for the attention of James Wilding): 
 
Email address: james.wilding@myblockmanager.com  
Postal address: The Studio, Wellers Yard, Lewes, East Sussex, United Kingdom, BN7 2BY 
 
 
14. Changes to This Privacy Policy 
 
We may change this Privacy Policy from time to time. This may be necessary, for example, if 
the law changes, or if we change Our business in a way that affects personal data protection. 
 
Any changes will be immediately posted on Our Site and you will be deemed to have accepted 
the terms of the Privacy Policy on your first use of Our Site following the alterations. We 
recommend that you check this page regularly to keep up-to-date. 


